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INTRODUCTION

This Privacy Notice (Privacy  Notice)  provides information concerning data processings
carried out in relation with  the  http://partnershungary.hu  website  (Website)  operated by
Partners Hungary Foundation (Controller I.). The Controllers guarantees that the Privacy
Notice always contains information on the concrete principles applied and the actual data
processings. 

The Privacy Notice has been developed taking into account the provisions of the GDPR,
the  Privacy  Act,  and  all  other  relevant  regulations.  Appendix  1 of  the  Privacy  Notice
contains  information  on  these  regulations,  Appendix  2 outlines  the  most  important
definitions. 

The Privacy Notice entered into force on  20 October 2022  and shall be considered valid
until  cancellation.  The  Privacy  Notice  is  available  via  the  following  URL:
https://partnershungary.hu/wp-content/uploads/2022/11/Laptop-pa%CC%81lya%CC
%81zat-adatkezele%CC%81si-ta%CC%81je%CC%81koztato%CC%81.pdf 

The Controller reserves the right to unilaterally modify the Privacy Notice at any time. In
case the Privacy Notice has been modified, the Controller informs the data subjects via a
pop-up window available on the Website. 

Budapest, 20 October 2022

Partners Hungary Foundation

https://partnershungary.hu/wp-content/uploads/2022/11/Laptop-pa%CC%81lya%CC%81zat-adatkezele%CC%81si-ta%CC%81je%CC%81koztato%CC%81.pdf
https://partnershungary.hu/wp-content/uploads/2022/11/Laptop-pa%CC%81lya%CC%81zat-adatkezele%CC%81si-ta%CC%81je%CC%81koztato%CC%81.pdf
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I. INFORMATION ABOUT THE CONTROLLERS

The Privacy Notice contains the name and contact details of the Controllers operating the
Website. The names and contact details of data processors may be found in Appendix 3
of the Privacy Notice. 

Name of the ControllerI.: Partners Hungary Alapítvány 
Seat: 1072 Budapest, Rákóczi út 22. 4. floor 24.
Foundation registration no.: 01-01-0005385
Country code: 0100/61576/1994/615761994
FAR registration number: B/2020/001612
Represented by: Dr. István Herbai and Éva Deák, both members of the Board of Trustees
Tax number: 18068038-2-42
Customer service telephone number: +36 70 944 6196
Website: http://partnershungary.hu  
E-mail : irodavezeto@partnershungary.hu 

Name of the Controller II: Global Business Coalition for Education
599 Lexington Ave, New York, New York 10022, US
Website: https://gbc-education.org / 
E-mail: https://www.facebook.com/GBCEducation/   

Name of the Controller III: International Step by Step Association
Registered office: Hooglandse Kerkgracht 17-R 2312 HS Leiden the Netherlands
Telephone number: +31 (0)71 516 1222
Website: https://www.issa.nl   
E-mail: info[at]issa[dot]nl 

II. DATA PROCESSINGS

II.1. Data processing for the purpose LAPTOP TENDER FOR NGOS

The Partners Hungary Foundation is the main organiser in Hungary, of the Laptop grant call
for for NGOs to support their professional work.  In this context, we process the following
personal data as follows:

Protection of personal data and informational self-determination of the data subjects are
high priorities for the Controller. With due regard to the principle of data minimization, the
Controller  developed  the  Website  in  order  to  limit  data  processings  to  the  absolute
necessary  situations.  One  of  these  cases  is  the  establishment  and  maintenance  of
communication  with  the  Controller.  In  this  respect,  we  process  your  personal  data  as
follows:

- Personal data: e-mail address, name of the person responsible for submitting the
application, e-mail address of the Project Officer, telephone number of the Project
Officer, name of the head of the organisation, contact details, other contact details
required for the application (name, telephone number, e-mail addresses)

https://www.issa.nl/
https://www.facebook.com/GBCEducation/
https://gbc-education.org/
mailto:irodavezeto@partnershungary.hu
http://partnershungary.hu/
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- Purpose: managing the application lifecycle, grant management, liaising with NGOs
related to the application, establishing contacts, preparing grant contracts

- Legal  basis:  Creation  and  performance  of  a  grant  contract  by  means  of  an
application (Article 6(1)(b) GDPR).

- Retention  period:  The  Data  Controller  shall  keep  the  data  relating  to  the
applications for the retention period specified in the applicable legislation, during the
implementation and maintenance period of the project, - (5 years)

Personal  data  processed  for  the  purpose  of  managing  the  application  process,  grant
management may be accessed by the Controllers, providing website maintenance services,
and webhosting services. Subject to a procedure initiated by a court or by an authority, the
Controller may provide access to the personal data for the court or authority concerned. 

In  relation  with  personal  data  processed  for  the  purpose  of  managing  the  application
process, grant management, you may exercise the right to access, the right to rectification,
the right to erasure, the right to restriction of processing, the right to data portability, and the
right to object. You may find further information on the exercise of data subject’s rights in
Chapter IV of the Privacy Notice. 

II.2.  DATA  PROCESSING  IN  RELATION  WITH TO  THE  EVALUATION  OF
APPLICATIONS

You may find  information  concerning  data  processing  carried  out  by  the  Controllers  in
relation with identify valid applicants and to evaluate applications as follows:

- Personal  data: the  name,  e-mail  address,  telephone  number  of  the  person
completing the application, the name and contact details of the head of the organisation,
the names and roles of the members of the evaluation committee

- Purpose: evaluating applications, grant management, liaising with NGOs related to
the application, establishing contacts, preparing grant contracts

- Legal  basis:  Creation  and  performance  of  a  grant  contract  by  means  of  an
application (Article 6(1)(b) GDPR).

- Retention  period:  The  Data  Controller  shall  keep  the  data  relating  to  the
applications  for  the  retention  period  specified  in  the  applicable  legislation,  during  the
implementation and maintenance period of the project, - (5 years)

Personal data processed for the purpose of Application procedure, grant management may
be accessed by the Controllers, providing website maintenance services, and webhosting
services. Subject to a procedure initiated by a court or by an authority, the Controller may
provide access to the personal data for the court or authority concerned. 

In  relation  with  personal  data  processed  for  the  purpose  of  managing  the  application
process, grant management, you may exercise the right to access, the right to rectification,
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the right to erasure, the right to restriction of processing, the right to data portability, and the
right to object. You may find further information on the exercise of data subject’s rights in
Chapter IV of the Privacy Notice.

II.3. DATA PROCESSING IN RELATION WITH A RESULT OF THE CONCLUSION AND
PERFORMANCE OF THE ASSIGNMENT/SUPPORT CONTRACT AND THE RELATED
OBLIGATIONS

A contract of assignment/grant agreement will be concluded with the NGOs submitting the
winning applications, whereby the laptops covered by the application will be delivered to the
NGOs and the end users. In this respect, we process your personal data as follows:

- Personal  data the  names,  titles,  e-mail  addresses,  telephone  numbers  of  the
persons responsible for the application of the successful  organisation, the name,
signature and contact details of the head of the organisation, the details of the end-
users: name, mother's name, date of birth, place of birth, name and number of the
identity document, temporary residence, telephone number, e-mail address

- Purpose: identifying you, preparing and concluding the grant contract, and 
monitoring the terms of the grant contract for the period specified in the contract.

- Legal  basis:  Creation  and  performance  of  a  grant  contract  by  means  of  an
application (Article 6(1)(b) GDPR).

- Retention  period:  The  Data  Controller  shall  keep  the  data  relating  to  the
applications for the retention period specified in the applicable legislation, during the
implementation and maintenance period of the project, - (5 years)

Personal  data  processed  for  the  conclusion  and  performance  of  the  contract  of  grant
management and the related obligation may be accessed by the Controllers,  providing
website maintenance services, and webhosting services. Subject to a procedure initiated by
a court or by an authority, the Controller may provide access to the personal data for the
court or authority concerned. 

In  relation  with  personal  data  processed  for  the  purpose  of  managing  the  application
process, grant management, you may exercise the right to access, the right to rectification,
the right to erasure, the right to restriction of processing, the right to data portability, and the
right to object. You may find further information on the exercise of data subject’s rights in
Chapter IV of the Privacy Notice. 

II.4. 2.4 DATA PROCESSING IN RELATION WITH COMMUNICATION

They can contact the Data Controller with all their questions, notifications, comments, 
complaints, complaints about the support in person, by telephone, letter, e-mail and on the 
Internet. Accordingly, your personal data will be processed as described below:
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- Personal  data:  the  name,  address,  postal  address,  telephone  number  of  the
complainant/interested party/beneficiary, description of the complaint, the reason for
the complaint, the claim of the complainant, copies of documents in the possession
of the complainant necessary to substantiate the complaint, a valid power of attorney
in  the  case of  a  client  acting by proxy,  other  data necessary  to  investigate and
respond to the complaint

- Purpose:  recording  the  contact  details  for  responding  to  incoming  notifications,
complaints and requests, and recording complaints

- Legal basis: legitimate interest under Article 6(1)(f) of the GDPR

- Retention period:  5 years from the date of the reply to the notification/complaint
under the Civil Code of Hungary.

Personal data processed for communication may be accessed by the Controllers, providing
website maintenance services, and webhosting services. Subject to a procedure initiated by
a court or by an authority, the Controller may provide access to the personal data for the
court or authority concerned. 

In  relation  with  personal  data  processed  for  the  purpose  of  managing  the  application
process, grant management, you may exercise the right to access, the right to rectification,
the right to erasure, the right to restriction of processing, the right to data portability, and the
right to object. You may find further information on the exercise of data subject’s rights in
Chapter IV of the Privacy Notice. 

II.3. Cookie policy

For information on cookies used by the Controller or a third party, please visit the pop-up
window on the Website.

III. DATA SECURITY

The Controller and the data processors are authorized to access your persona data to the
extent  that  is  necessary  for  the  performance of  their  tasks.  The Controller  implements
appropriate technical and organizational measures to ensure security of personal data.

III.1. Organizational measures

The Controller enable access to its systems via personalized authorization. Access to the
systems is possible to the extent that it is necessary for the performance of the tasks of the
employee and only for the necessary time period. Only compatible personnel with have
proper  professional,  business  and  information  security  knowledge  may  receive
authorization.  
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The Controller and the data processors take prior commitments to confidentiality and carry
out their tasks accordingly. 

III.2. Technical measures

With the exception of personal data retained by the data processor, the Controller stores all
information on its own devices and in its own data center.  Devices used for storage of
personal data ate kept in a sperate, closed and secure server room. 

The Controller protects its own network with multi-layered firewalls. There are hardware
firewalls at all  external entry points to the network. All  information is stored in separate
locations  to  avoid  accidental  or  unlawful  destruction,  loss,  alteration  of  personal  data
processed. 

The Controller protects its own network against external threats with multi-layered, active,
and complex virus screens. External access to the systems and databases of the Controller
is only allowed via virtual private network (VPN). 

The Controller aims to guarantee that the devices and softwares used for the processing of
personal data are appropriate and up to date. 

The Controllers  aims to  apply  systems that  allows –  via  logging – for  the  control  and
supervision of all operations carried out, for the detection of data breaches, for instance
unauthorized accesses.

IV. DATA SUBJECT’S RIGHTS

It is of utmost importance for the Controller that data processings comply with the principles
of fairness, lawfulness and transparency. For these reasons, you may request access to,
rectification and erasure of personal data, the restriction of processing, you may withdraw
your consent, and, finally, you may exercise the right to data portability. You may exercise
these rights as follows.

IV.1. Withdrawal of consent

At  any  time  and  without  further  justification,  you  are  entitled  to  withdraw you  consent
concerning data processings carried out for communication purposes. The withdrawal does
not  affect  the  lawfulness  of  prior  data  processings.  However,  the  Controller  may  not
continue  its  operations  on  the  personal  data  concerned  and  is  obliged  to  delete  the
information.  The  right  to  withdraw  consent  may  be  exercised  via  the  contacts  of  the
Controller.

IV.2. Access
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Via the contacts of the Controller, you are entitled to request access to your personal data
processed by the Controller. In this respect, you will receive the following information:

- whether or not personal data are being processed;
- purposes of the processing; 
- categories of personal data concerned; 
- recipients or categories of recipient to whom the personal data have been or will be

disclosed;
- possible, the envisaged period for which the personal data will be stored; 
- your rights;
- remedies; 
- source of personal data.

You  may  also  request  a  copy  of  the  personal  data  undergoing  processing  from  the
Controller. In this case, you will receive the copy of personal data in a structured, commonly
used and machine-readable format (PDF/XML), as well as on paper. Obtaining the copy is
free of charge.

IV.3. Rectification

Via the contacts of the Controller, you are entitled to request the rectification of inaccurate
personal data, or the completion of incomplete personal data from the Controller. In the
absence  of  information  necessary  for  the  rectification,  the  Controller  may  request  the
provision of these information. For the period enabling the verification of the accuracy of the
information, the Controller will restrict the processing of personal data concerned.

IV.4. Erasure

Via the contacts of the Controller, you are entitled to request the erasure of your personal
data processed by the Controller if one of the following applies:

- personal data are no longer necessary in relation to the purposes for which they
were collected or otherwise processed;

- personal data have been unlawfully processed.

If the Controller concludes that it is under the obligation to erase, it will  discontinue the
processing of personal data concerned, and destroys the previously processed personal
data.  Furthermore,  the Controller  might  be under  statutory obligation to  erase personal
data.

IV.5. Restriction of processing

Via the contacts of the Controller, you are entitled to request the restriction of processing of
your personal data if one of the following applies:

- you contest the unlawfulness of processing, but you oppose the erasure of personal
data;

- the Controller no longer needs the personal data for the purposes of the processing,
but you require them for the establishment, exercise or defence of legal claims.
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The Controller automatically restricts the processing of personal data in case you contest
the accuracy, or if you exercise the right to object. In these cases, the duration of restriction
will be the time necessary for the control of accuracy of information, or – concerning your
objection  –  the  time  necessary  for  the  demonstration  that  there  are  valid  interests  to
continue data processing. 

During restriction, personal data shall not be processed, with the exception of storage. Data
processing of personal data concerned may be continued in the following cases:

- you have given your consent to data processing;
- data processing is  necessary for the establishment,  exercise or defence of  legal

claims;
- data processing is necessary for the protection of the rights of another natural or

legal person;
- data processing is necessary for reasons of important public interest of the Union or

of a Member State.

The Controller will inform the data subject before the restriction of processing is lifted.

IV.6. Data portability

Via the contacts of the Controller, you are entitled to request the provision of personal data
processed by the Controller for further use. Furthermore, you may request the transmission
of personal data directly from the Controller to another recipient defined by you.

This  right  may  only  be  exercised  in  relation  to  personal  data  provided  by  you  to  the
Controller,  based on your  consent.  Personal  data  other  than  the  previously  mentioned
information may not be transmitted. You may also request a copy of the personal data
undergoing  processing  from  the  Controller.  In  this  case,  you  will  receive  the  copy  of
personal data in a structured, commonly used and machine-readable format (PDF/XML).

The Controller would like to inform you that the exercise of this right does not automatically
result in the erasure of personal data. Furthermore, you may contact the Controller even
after the request for data portability.

IV.7. Objection

Via the contacts of the Controller, the contact person of a legal entity may at any time object
to the processing of his or her personal data for the purpose of communication. In this case,
the Controller whether there are compelling legitimate grounds for the processing which
override the interests,  rights and freedoms of the data subject or for  the establishment,
exercise or  defence of  legal  claims.  If  the Controller  establishes the existence of  such
grounds, the processing of personal data may be continued. If there are no such grounds,
data processing shall be terminated.
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IV.8. Procedure concerning the exercise of the data subject’s rights

The Controller will provide you information on any action taken concerning your request to
exercise your rights without undue delay and in any event within one month of receipt of the
request. That period may be extended by two further months where necessary, taking into
account the complexity and number of the requests. The Controller will inform the you of
any such extension within one month of receipt of the request, together with the reasons for
the delay. 

If the Controller does not take action on your request, it will inform you without delay and at
the latest within one month of receipt of the request of the reasons for not taking action and
on the possibility of lodging a complaint with a supervisory authority and seeking a judicial
remedy.

The Controller provides you the relevant information in the form previously defined by you.
If you make the request by electronic means, the information will be provided by electronic
means where possible, unless otherwise requested by you.

The Controller provides you the relevant information free of charge.

The Controller will communicate any rectification or erasure of personal data or restriction
of processing to each recipient to whom the personal data have been disclosed, unless this
proves impossible or involves disproportionate effort. The Controller will inform you about
those recipients if you request it.

The Controller is under the obligation to verify the identity of the data subject concerned. To
this end, the Controller may request that you carry out such verification in person.

V. REMEDIES

If  the Controller processes your personal data improperly,  contrary to the relevant legal
provisions, or if the Controller has not or has not properly taken action on your request
concerning your rights, you may choose between the following remedies. 

V.1.  Right  to  lodge  a  complaint  with  the  Hungarian  National  Authority  for  Data
Protection and Freedom of Information

If you contest the legality of operations of the Controller, you may lodge a complaint with
the Hungarian National Authority for Data Protection and Freedom of Information via the
following contacts:
- Head office: 1055 Budapest, Falk Miksa utca 9-11.
- Postal address: 1363 Budapest, Pf. 9.Phone: +36-1-391-1400.
- Fax: +36-1-391-1410
- E-mail: ugyfelszolgalat@naih.hu  
- Website: http://www.naih.hu  
- Online case start: http://www.naih.hu/online-uegyinditas.html

http://www.naih.hu/online-uegyinditas.html
http://www.naih.hu/
mailto:ugyfelszolgalat@naih.hu
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V.2. Judicial remedy

Furthermore, you have the right to an effective judicial remedy against the Controller. The
procedure is subject to the provisions of the GDPR, the Privacy Act, the Civil Code, and the
Code on Civil Procedure. For further information, please contact a lawyer.
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Appendix 1

Relevant regulations

The Controller took into account the provisions of applicable laws and international best
practices, with a special view to the following regulations:

- Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April
2016 on the protection of natural persons with regard to the processing of personal
data  and on the  free  movement  of  such data,  and repealing  Directive 95/46/EC
(GDPR);

- Act CXIII  of  2011 on informational  self-determination and freedom of  information
(Privacy Act);

- Act V of 2013 on the Civil Code;

- Act CXXX of on the Code of Civil Procedure

- Act  CVIII  of  2001  on  certain  aspects  of  electronic  commerce  services  and
information society services (Elker tv.).
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Appendix 2

Definitions concerning the processing of personal data

- controller: the natural or legal person which, alone or jointly with others, determines
the purposes and means of the processing of personal data;

- data processing: any operation or set of operations which is performed on personal
data or on sets of  personal  data,  whether or not  by automated means,  such as
collection,  recording,  organization,  structuring,  storage,  adaptation  or  alteration,
retrieval, consultation, use, disclosure by transmission, dissemination or otherwise
making available, alignment or combination, restriction, erasure or destruction;

- data transfer: transmission of personal data to a specific third party;

- erasure: depersonalization of personal data;

- restriction of processing: the temporal discontinuation of processing;

- data processor: natural or legal person which processes personal data on behalf of
the controller;

- data  subject:  an  identified  or  identifiable  natural  person;  an  identifiable  natural
person is one who can be identified, directly or indirectly, in particular by reference to
an  identifier  such  as  a  name,  an  identification  number,  location  data,  an  online
identifier or to one or more factors specific to the physical, physiological, genetic,
mental, economic, cultural or social identity of that natural person;

- third party: means a natural or legal person, public authority, agency or body other
than  the  data  subject,  controller,  processor  and  persons  who,  under  the  direct
authority of the controller or processor, are authorized to process personal data;

- personal data: any information relating to an identified or identifiable natural person.
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Appendix 3

Names and contact details of data processors

- ONLINE LOCATION SERVICE (Google form system operation): name: Google Inc. (1600
Amphiteatre  Parkway,  Mountain  View,  California  94043,  USA)
https://policies.google.com/privacy?hl=hu  

- TECHNICAL SUPPLIER: sysVol Informatikai és Szolgáltató Kft.
2337 Délegyháza, Fűzfa utca 11.
Tax number: 24320711-2-13
 
Contact:
Address: 2337 Délegyháza, Fűzfa utca 11.
Phone: +36 30 343 1120
E-mail: ino@sysvol.hu (system administrator and system administrator tasks, physical and
operational system operation of the Data Controller's servers)

mailto:ino@sysvol.hu
https://policies.google.com/privacy?hl=hu
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